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1.0 Introduction

1.1 Overview 

This document defines the SMART standards for processing inbound and outbound interface files.  It includes definitions for file formats, interface naming standards, data mappings, error processing, and record descriptions in the interface layouts.
1.2 Responsibility for the Interface Standards

Integration Leads from the Sunflower Project team and the State Central Agency (BDAS) team collaborated to write the Kansas SMART Interface Standards and are responsible for making updates to the Interface Standards. 
1.3 Updates to the Interface Standards

The Interface Standards will be updated as needed when substantive changes are made to the scope of the Project. Any changes to information included in the Interface Standards are tracked in the Document Change Log. 
2.0 Interface Processing Overview

The procedures for transmitting and receiving interface files to and from SMART will be described below and documented visually in the Figure 1 for inbound interfaces and in Figure 2 for outbound interfaces:
2.1 Inbound Interfaces
· Interface files will be transferred to and from password-protected directories on the DISC mainframe.  A separate TO and FROM directory for each agency or outside organization will be utilized
· Agencies will transfer files to the DISC Mainframe using a secure file transfer tool (i.e. Core FTP)

· Files will then be transferred from the DISC mainframe to SMART by the SMART inbound interfaces
· Inbound files will be stored on the mainframe for 30 days 
· The SMART interface will be executed and will process the file(s) stored in the appropriate interface directory on the DISC Mainframe
NOTE:  If an agency or outside organization sends multiple files, each file with a unique name will be processed sequentially by the interface.  
· After the file has been successfully processed by the interface, the file status will be updated to “processed” in the process monitor in SMART and the inbound interface file will be renamed with a ‘.proc’ file extension
· Inbound interface files which are not generated from a system on the mainframe must be converted to a DOS format, and transferred to the mainframe as a fixed block file 

· If errors are encountered while processing the file, interface errors will be written to the interface error log and the interface error file. The interface error log will contain an error message and key information to help resolve the issue, while the error files will contain the actual data

· Error files will be available in the agency TO directory and will have the same file name as the inbound interface file, except the file extension will be ‘.err’
· The following diagram illustrate the inbound interface process for SMART
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Figure 1 - SMART Inbound Interface File Processing
2.2 Outbound Interfaces
· SMART outbound interface programs will execute and produce output files
· Outbound files will be transferred to the DISC mainframe using the UC4 process
· Outbound files which are generated from the UNIX server must be converted to a DOS format, and transferred to the mainframe as a fixed block file by the SMART file transfer tool (e.g. UC4, Core FTP)

· Outbound interfaces will not have error files that are sent to the DISC Mainframe

· Agencies will log into the DISC mainframe through their CORE FTP login (or other secure file transfer tool) to retrieve their outbound interface files

· Agency specific outbound files should be renamed by the agency has processed the file to insure files do not get processed multiple times.  
· The following diagram illustrates the outbound interface process for SMART
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Figure 2 - SMART Outbound Interface File Processing
3.0 SMART Interface Architecture

The SMART Interface Architecture consists of the components required to support automated processes for the interfaces.  Examples of tasks supported include file handling, error utilities, and scheduling utilities.  The interface architecture provides a framework to enable data interchange between SMART and other state agency systems or outside organizations.  The architecture will provide mechanisms for automating the various activities involved in moving data files between SMART and the agency systems.

3.1 Assumptions

· The architecture is responsible for supporting interface processes from end to end

· Files are delivered as-is to the application interface and no business validations are performed on the file until the file is processed by the interface

· The architecture does not manipulate file contents and can handle various file types

· File transfers between SMART and the mainframe will be performed using UC4 or Core FTP

· UC4 will be used to transfer SMART outbound files to fixed block files on the mainframe

· Interface scheduling will be defined during the build/test stage of the Sunflower project

3.2 File Transfers

One component of the architecture is handling file transfers. The architecture will:
· Support file transfers between SMART and agencies for inbound and outbound interfaces

· Move files from the processing directory to an archive directory after the previous successful run, and prior to transferring and processing the current file(s)

· Support file transfer errors encountered between the DISC mainframe and SMART 

· Use UC4 to transfer files from SMART to the DISC Mainframe in the Production environment. 
3.3 Interface Scheduling

One function of the architecture is to handle the schedule in which interfaces are executed.  UC4 software will be used to control the scheduling of the interfaces.  The scheduling responsibilities will include:

· Provide a schedule in which interfaces will be executed 

· Identify interface dependencies

· Provide a monitoring tool to track interface execution

· Schedule SMART interfaces in the Production environment. 
3.4 PeopleSoft Delivered Software Components

The Interface Architecture uses many PeopleSoft delivered tools and components such as message catalog, message log, process scheduler, SQR, and PeopleCode.  Use of delivered components makes the design compatible for upgrades and simplifies maintenance. 

· Application Engine and PeopleCode
PeopleSoft object oriented processing method used to build application programs

· Message Catalog
PeopleSoft method used to store standard messages which can be retrieved using PeopleCode functions.  Any change in the description of the message can thus be made to the catalog and no additional changes need to be made within the application

· Message Log
PeopleSoft standard for maintaining logs during execution of an application engine process.  The log can be used effectively with message catalog to publish messages as the process proceeds.  These messages can be error messages or progress messages and can include parameters which were passed during run time.  The architecture uses the delivered message log

· Process Scheduler
PeopleSoft delivered scheduler engine which schedules and monitors the various application/batch processes.  Individual processes can be sequenced as jobs.  The controller invokes the process scheduler API to schedule the processes that constitute an interface definition

· SQR
PeopleSoft programming language used to created new interfaces and reports

3.5 Interface Security
Interface security will be created during the design and build phases of the Sunflower Project. 

· File Server Security
Security will be provided by the architecture system used by SMART.  Interfacing agencies currently have access to the DISC mainframe and can transfer files between the mainframe and their agency systems

· Architecture Security
Agencies will access all inbound and outbound (including error and log files) files from agency or global directories created on the DISC mainframe.  Access to those directories will be limited to specific agency personnel

· Data File Security
Agency files transferred to and from the SHARP system will use the same security standards currently in use. File transfers to third parties are currently encrypted and SMART will abide by the existing security requirements

· Application Security
Roles and permission lists will be implemented in SMART to provide access to components and interfaces in SMART.  Agencies will determine the data access needs and security restrictions that their users will need regarding specific and confidential data and then provide that data to the Sunflower Project team for analysis. This effort is separate from the Interface Test effort as Agencies will not have access to the online SMART Interface Test environment.

4.0 File Name Standards

The file name standards will define the common specifications required for the interface file names. NOTE: See section 4.5 for Test File naming conventions.
4.1 Inbound File Name Standards

<Agency Code>.<Direction>.< Module><Interface ID>.<Sub-Organization>.<Create-Date>.<Create-Time>.<File Type>

Note: The open and closed angled brackets <> are not part of the file name.

4.1.1 Agency Code
Description: The agency code is composed of three (3) alphanumeric characters.

The agency code is made up of the following components:

· Positions one (1) and two (2) will indicate the agency transmitting the interface file to SMART

· Position three (3) will be a separator denoted by “.”
Example File Name:  DA.TOSMRT.AP02.AXXX.DYYMMDD.THHMMSS.IN

4.1.2 Direction
Description:  The direction is composed of seven (7) alphanumeric characters.  

The direction is made up of the following components:

· Positions four (4) to nine (9) will identify whether the interface file is an inbound or outbound file. Inbound interface files will have TOSMRT in positions four (4) to nine (9)

· Position ten (10) will be a separator denoted by “.”

Example File Name:  DA.TOSMRT.AP02.AXXX.DYYMMDD.THHMMSS.IN

4.1.3 Module
Description:  The module is composed of two (2) alpha characters.  

The module is made up of the following components:

· Positions eleven (11) and twelve (12) will identify the PeopleSoft module.  The accounts payable module will be denoted by the letters “AP”.

Example File Name:  DA.TOSMRT.AP02.AXXX.DYYMMDD.THHMMSS.IN

4.1.4 Interface ID
Description:  The interface ID is composed of three (3) numeric characters.  

The interface ID is made up of the following components:

· Positions thirteen (13) and fourteen (14) will identify the interface number 
· Position fifteen (15) will be a separator denoted by “.”
Example File Name:  DA.TOSMRT.AP02.AXXX.DYYMMDD.THHMMSS.IN

4.1.5 Sub-Organization
Description:  The sub-organization is composed of five (5) alphanumeric characters. 
The sub-organization is made up of the following components:

· Positions sixteen (16) through nineteen (19) will identify the agency system, or agency sub system from which the file was generated.  Position sixteen (16) must be an alpha character followed by positions (17) through nineteen (19) which may be alpha or numeric characters

· Position twenty (20) will be a separator denoted by “.”

Agencies define the sub-organization values they want to use in the file name.
Example File Name:  DA.TOSMRT.AP02.AXXX.DYYMMDD.THHMMSS.IN

4.1.6 File Creation Date
Description:  The file creation date is composed of eight (8) alphanumeric characters.  

The file creation date is made up of the following components:

· Position twenty-one (21) will be used to designate that the date is to follow and is denoted by “D”

· Positions twenty-two (22) through twenty-seven (27) will identify the date in which the file was created. The date format is year (YY), month (MM), day (DD).

Example: 090815
· Position twenty-eight (28) will be a separator denoted by “.”

The File Creation Time will be used in conjunction with the File Creation Date to uniquely identify a file.
Example File Name:  DA.TOSMRT.AP02.AXXX.DYYMMDD.THHMMSS.IN

4.1.7 File Creation Time
Description:  The file creation time is composed of eight (8) alphanumeric characters.  

The file version is made up of the following components:

· Position twenty-nine (29) will be to designate time is to follow and is denoted by “T”

· Positions thirty (30) through thirty-five (35) will identify the time in which the file was created.   Date format is hours (HH), minutes (MM), seconds (SS).

Example: 121459
· Position thirty-six (36) will be a separator denoted by “.”
The File Creation Time will be used in conjunction with the File Creation Date to uniquely identify a file.
Example File Name:  DA.TOSMRT.AP02.AXXX.DYYMMDD.THHMMSS.IN

4.1.8 File Type

Description:  The file type is composed of two (2) alphanumeric characters.  

The file type is made up of the following components:

· Position thirty-eight (37) through thirty-nine (38) will identify the type of file being transferred to SMART.  File type for inbound files will be a denoted by “IN”
Example File Name:  DA.TOSMRT.AP02.AXXX.DYYMMDD.THHMMSS.IN
4.1.9 File Type after SMART processes file

Inbound files will be renamed after SMART has processed the file to ensure files do not get processed multiple times.  

The file type will be renamed to the following components:

· Position thirty-eight (37) through thirty-nine (40) will identify the type of file being transferred to SMART.  File type for inbound files will be a denoted by “PROC”
Example File Name:  DA.TOSMRT.AP02.AXXX.DYYMMDD.THHMMSS.PROC
4.2 Outbound File Name Standards

<Agency Code>.<Direction>.< Module><Interface ID>.<Create-Date>.<Create-Time>.<File Type>

Note: The open and closed angled brackets <> are not part of the file name.

4.2.1 Agency Code
Description: The agency code is composed of three (3) alphanumeric characters. 

The agency code is made up of the following components:

· Positions one (1) and two (2) will indicate the agency receiving the interface file from SMART, except INF15 the agency will always be “DA”.

· Position three (3) will be a separator denoted by “.”
‘DA.’ will be used as the agency code for global files (e.g. INF01 and INF15).

Example File Name:  DA.FRSMRT.AP02.DYYMMDD.THHMMSS.OUT

    INF15 File Name:  DA.GBSMRT.GL15.DYYMMDD.THHMMSS.OUT

4.2.2 Direction

Description:  The direction is composed of seven (7) alphanumeric characters.  

The direction is made up of the following components:

· Positions four (4) to nine (9) will identify whether the interface file is an inbound or outbound file. Outbound interface files will have FMSMRT in positions four (4) to nine (9), except INF15 and INF01 which will have GBSMRT in positions four (4) to nine (9).

· Position ten (10) will be a separator denoted by “.”

Example File Name:  DA.FRSMRT.AP02.DYYMMDD.THHMMSS.OUT

    INF15 File Name:  DA.GBSMRT.GL15.DYYMMDD.THHMMSS.OUT

4.2.3 Module

Description:  The module is composed of two (2) alphanumeric characters.  

The module is made up of the following components:

· Positions eleven (11) and twelve (12) will identify the PeopleSoft module.  
Example File Name:  DA.FRSMRT.AP02.DYYMMDD.THHMMSS.OUT

    INF15 File Name:  DA.GBSMRT.GL15.DYYMMDD.THHMMSS.OUT

4.2.4 Interface ID

Description:  The interface ID is composed of two (2) alphanumeric characters.  

The interface ID is made up of the following components:

· Positions thirteen (13) and fourteen (14) will identify the interface number 

· Position fifteen (15) will be a separator denoted by “.”

Example File Name:  DA.FRSMRT.AP02.DYYMMDD.THHMMSS.OUT

    INF15 File Name:  DA.GBSMRT.GL15.DYYMMDD.THHMMSS.OUT

4.2.5 File Creation Date
Description:  The file creation date is composed of eight (8) alphanumeric characters.  

The file version is made up of the following components:

· Position sixteen (16) will be to designate date is to follow and is denoted by “D”

· Positions seventeen (17) through eighteen (22) will identify the date in which the file was created.   Date format is year (yy), month (mm), day (dd).

Example: 080815
Position nineteen (23) will be a separator denoted by “.”
The File Creation Time will be used in conjunction with the File Creation Date to uniquely identify a file.

Example File Name:  DA.FRSMRT.AP02.DYYMMDD.THHMMSS.OUT

    INF15 File Name:  DA.GBSMRT.GL15.DYYMMDD.THHMMSS.OUT

4.2.6 File Creation Time

Description:  The file creation time is composed of eight (8) alphanumeric characters.  

The file version is made up of the following components:

· Position twenty-four (24) will be to designate time is to follow and is denoted by “T”

· Positions twenty-one (25) through thirty (30) will identify the time in which the file was created.   Date format is hours (hh), minutes (mi), seconds (ss).

Example: 121459
· Position thirty-one (31) will be a separator denoted by “.”

The File Creation Time will be used in conjunction with the File Creation Date to uniquely identify a file.
Example File Name:  DA.FRSMRT.AP02.DYYMMDD.THHMMSS.OUT

    INF15 File Name:  DA.GBSMRT.GL15.DYYMMDD.THHMMSS.OUT

4.2.7 File Extension

Description:  The file extension is composed of three (3) alphanumeric characters.  

The file extension is made up of the following components:

· Positions twenty-eight (28) through thirty (30) will identify the type of file being transferred from SMART.  Outbound file extensions will be denoted by “OUT”

Example File Name:  DA.FRSMRT.AP02.DYYMMDD.THHMMSS.OUT
    INF15 File Name:  DA.GBSMRT.GL15.DYYMMDD.THHMMSS.OUT
4.2.8 File Type after Agency processes file

Agency specific outbound files should be renamed by the agency has processed the file to insure files do not get processed multiple times.  

The file type will be renamed to the following components:

· Position twenty-eight (28) through thirty-one (31) will identify the type of file being transferred to SMART.  File type for inbound files will be a denoted by “PROC”
Example File Name:  DA.FRSMRT.AP02.DYYMMDD.THHMMSS.PROC
4.3 Error File Name Standards

<File Name>.<File Extension>

Note: The open and closed angled brackets <> are not part of the file name

4.3.1 File Name
Description: The name of the inbound file which produced the errors without the file extension.  

Example File Name:  DA.TOSMRT.AP02.AXXX.DYYMMDD.THHMMSS.ERR
4.3.2 File Extension
Description: The three (3) characters are alphanumeric and specific the type of file.  Error files will have an .err extension.

Example File Name:  DA.TOSMRT.AP02.AXXX.DYYMMDD.THHMMSS.ERR
4.4 Message Log File Name Standards

<File Name>.<File Extension>

Note: The open and closed angled brackets <> are not part of the file name.

4.4.1 Inbound File Name
Description: The name of the inbound file which was processed.  

Example File Name:  DA.TOSMRT.AP02.AXXX.DYYMMDD.THHMMSS.LOG
4.4.2 File Extension
Description: The three (3) characters are alphanumeric and specific the type of file.  Log files will have a .log extension.

Example File Name:  DA.TOSMRT.AP02.AXXX.DYYMMDD.THHMMSS.LOG
4.5 Interface Test File Name Standards
<File Name>.<File Extension>

Note: The open and closed angled brackets <> are not part of the file name.

4.5.1 Inbound Test File Name
Description: The name of the inbound test files submitted. The file name has the same naming convention as the production inbound file name with the addition of the “T” in the 4th position. 

Example File Name:  DA.TTOSMRT.AP02.AXXX.DYYMMDD.THHMMSS.IN
4.5.2 Outbound Test File Name
Description: The name of the outbound test file generated by SMART.  The file name has the same naming convention as the production outbound file name with the addition of the “T” in the 4th position. 

Example File Name:  DA.TFRSMRT.AP01.DYYMMDD.THHMMSS.OUT
4.6 File Standards

4.6.1 Control Records

The control record in the interface file will contain general information regarding the file as a whole, or in some cases high level transaction data. Control records will only be included as needed by specific interface and are noted as such in the record layouts. Control records are used to indicate the beginning of the file in some interfaces and can contain row counts, total dollar amounts and other summary data. In other instances the control record will contain information specific to an individual transaction; an order placed to a supplier would be contained in the control record, whereas information specific to individual items contained within that order would be in lower level records. The control record will be denoted in SMART by the 1st 3 characters of the record, which will be 000.

4.6.2 Transaction Records

Transaction records contain detailed transactional information. Transaction records are often considered to have a parent child relationship between their various levels as high level information on one transactional record will apply to information contained in lower level transaction records. Transaction records will begin with a variety of characters, not to include 000 or 999 in the 1st 3 characters of the record.
4.6.3 Trailer Records

Trailer records are not used in the SMART interfaces as a general rule, and will only be included as needed by specific interface requirements. These requirements will be noted in the design specifications and file layouts. If used, trailer records will contain 999 in the 1st 3 characters of the record.

4.6.4 File Formats

SMART interfaces will be designed to process and create fixed format flat files. Fixed file formats are used when complex processing is required as it allows specific file layouts to be built for processing the data. The data can then be processed with PeopleSoft built-in functionality, such as row sets. PeopleSoft also provides the ability to process delimited files using commas, or XML file formats. There is the possibility that functional requirements for a few interfaces may require the use of additional file formats such as XML or delimited which are also accepted by PeopleSoft.

4.6.5 File Delimiters

File delimiters, such as commas, separate blocks of data that do not conform to a fixed file output. Fixed format files do not require file delimiters to separate data. A file containing no blank spaces in the absence of data would require a coma to denote the end of one field, and the beginning of the next. The Sunflower Project will use fixed format files to specify the position of individual fields. File layouts will specify the start and end position of data fields even if the field contains no data and must be left blank.
4.6.6 Signed Numeric Fields

SMART will accept integers and signed numeric fields. SMART interfaces will expect signed numeric fields to reserve a byte for the negative sign and a byte for an explicit decimal. For example, a signed numeric field of 5.2 will be 9 bytes long on the file, as follows: s99999.99. The s indicates a byte for the sign (+ or -). Positive signed numeric fields will expect a space for the sign instead of a plus (+) sign.

4.6.7 Interface Load Statistics

Statistical data such as start time, end time, number of records processed, number of erroneous transactions, and totals from records processed will be captured in PeopleSoft log tables for SMART interfaces. The technical data will be available for Sunflower Project staff to analyze the performance of the processes while transaction volumes and processing statistics will be available for agencies to assist them in validating their data loads. The statistical data will enable agency tracking of errors encountered during the loading or processing of interface data.
4.6.8 Interface Field Justification

SMART interface alphanumeric fields will be left-justified and will be padded with trailing spaces.

SMART interface numeric fields will be right-justified and will be padded with leading spaces.
4.6.9 Interface Date Format

The standard SMART interface date format is MM/DD/YYYY where YYYY represents the four (4) digit century, MM represents the two (2) character month, and DD represent the two (2) digit date.  For example: November 16, 2005 would be represented as 11/16/2005 on the interface file.  In some cases, functional requirements may specify a different format.

4.6.10 Interface Date-time-stamp Format

The standard SMART interface date format is MM/DD/YYYY hh:mm:ss.99999 where YYYY represents the four (4) digit century, MM represents the two (2) character month, DD represents the two (2) digit date hh represents the two (2) digit hour in military time, mm represents the two (2) digit minute, ss represents the two (2) digit seconds, and 99999 represent the five (5) digit milliseconds.   For example: November 16, 2005 2:30pm would be represented as 11/16/2005 14:30:00.00000 on the interface file in SMART.

4.7 Data Mapping
Data mapping identifies the fields in the PeopleSoft tables, the corresponding field or location of data in the agency system(s), and any business rules that must be applied to the data in the field to convert it to a PeopleSoft valid value. Four mapping methods are commonly used to match agency and PeopleSoft data. 

· Direct Move – Agency field maps directly to a PeopleSoft field (reformatting may be required)

· Translation Rules – Agency data requires logic or translation rules before moving it into the corresponding PeopleSoft field

· Defaulting – In instances where PeopleSoft requires a data field that is not available in the agency system, the PeopleSoft field will be populated with an appropriate valid value

· Crosswalk Tables – Where there is a one-to-many or a many-to-one relationship between the agency data fields and the PeopleSoft data fields, the functional teams are providing crosswalk tables to be used in the conversion process. The crosswalk tables will be designed and built within the PeopleSoft environment, and populated with data provided by the functional team. The conversion processes will refer to these tables during processing to derive the correct new value

5.0 Error Handling Procedures

SMART performs validations on the files being transferred by state agencies to SMART and provides procedures for rectifying issues encountered during those validations.  The criteria for the individual validations will be documented in the detailed design for each interface.
5.1 Error Processing

This section describes the types of errors that will be encountered during the load process of batch interfaces. Batch interfaces are those that are regularly scheduled and initiated programmatically. Some SMART interfaces will populate tables which are then processed by subsequent programs.  Errors encountered at this level must be corrected on-line in SMART. 
· Transaction Level Error 

The majority of interfaces will evaluate and process errors at the transaction level. A transaction is one or more records that complete a single unit of data entry. All transactions will be edited and validated based on functional requirements.  When an error situation is encountered, the transaction which caused the error will be written to an error file. No further processing will occur on that particular transaction. However, the interface will continue to process the remaining transactions on the inbound file. Any transactions in error will be contained in the outbound interface error file which is sent to the DISC Mainframe
· File Level Error 

A file level error will be caused by an invalid file format, or special characters that should not be included in a file. SMART will reject the file in its entirety if an error of this type is detected

5.2 Error Notification

This section describes the procedures for how agencies will determine if errors have been encountered during regularly scheduled processing.
· Interface Error Files 
Error information will be contained in interface error files that will be available to the agencies on the DISC mainframe after an interface file has been processed in SMART.  No error files will be generated if all transactions were successful.  Error files will be generated when errors are encountered and will contain data that will help to identify the transaction that failed
5.3 Error Resolution
This section describes the procedures for how programs will resolve errors that will be encountered during the processing of batch interface files.  Error resolution will be determined based on information contained in interface error files. 
· Transaction Level Error 

Agencies will be responsible for correcting transaction level errors and will be provided with information to assist them in correcting the data in their system.  Once their system has processed the correction, they will transmit the corrected record to SMART.  The file will then be processed and loaded into SMART after it has successfully passed validation
· File Level Error
Agencies will be responsible for resolving file level errors.  Once resolved, the corrected file must be resubmitted

6.0 Interface Layouts
Interface layouts are part of the Interface Standards. The current list of the agency interface file layouts can be found at https://www.da.ks.gov/smart/layouts/technicalresourcedocuments.html .

6.1 File Layout Revision

During the duration of the Sunflower Project additional information will become available that may require updates to the interface layouts.  The interface design team will be responsible for updating the layouts. 

The steps for modifying a file layout are listed below:

· Identify interface layout change

· Review the proposed layout change with project management

· Modify interface layout

· Document modification in interface layout modification tab

· Publish interface layout, with modifications, to agencies
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